各招标人、投标人、招标代理机构：

电子招投标交易平台投标文件采用的是招标人（或招标代理机构）和投标人双重加密、解密的方式，投标文件在生成时分别使用招标人（或招标代理机构）和投标人的CA证书进行加密，在开标时分别使用招标人（或招标代理机构）和投标人加密时同样的CA证书进行解密。

对于招标人、投标人、招标代理机构因单位名称、组织机构代码改变而提出的CA数字证书变更申请、因数字证书有效期即将到期而提出的CA数字证书延期申请、因数字证书丢失而提出的CA数字证书补办， CA数字证书签发机构采取重新签发新的CA数字证书替换掉Ukey锁里老的CA数字证书，因此，如果使用旧的CA数字证书对投标文件进行加密后，在开标前如果对CA数字证书进行了变更或延期，就会造成开标时投标文件无法用新的CA数字证书解密的情况。

一）    对于招标人或招标代理机构

1、尽量不要在“招标文件发售”到“开标”期内进行CA数字证书变更、延期、补办；

2、确实需要在“招标文件发售”到“开标”期间内进行CA数字证书变更、延期、补办，必须在开标前，使用新的CA数字证书制作一份补充文件上传至交易平台供所有潜在投标人下载。

（二）    对于投标人

1、   尽量不要在“生成投标文件”到“开标”期内进行CA数字证书变更、延期、补办；

2、   确实需要在“生成投标文件”到“开标”期间内进行CA数字证书变更、延期、补办，如果投标文件还未上传交易平台，可以使用新的CA数字证生成投标文件，再上传交易平台；如果投标文件已上传交易平台，可对已上传交易平台的投标文件进行撤回操作，然后使用新的CA数字证生成投标文件，再上传交易平台。

如您已经知悉并确认风险，请下载打印该文件，连同申请材料一起上传。

企业盖章： 申请人签字：

申请人联系手机： 申请日期：